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LED Status

LED Indicator Note
Green Good Signal
Color
Red Poor Signal
Quick Blinking Offline
NET (0.5s)
Status Slow Blinking 3G online
(1.5s)
Solid light 4G online
Green Solid light WLAN port open, but no data
sending.
WLAN Green Blinking quickly Data is in transmitting
Green Extinguished WLAN port isn't opened
Green Solid light Connection ok
LAN(WAN) Green Blinking Data Sending
Green Extinguished Not connection




Configuration

Login
To access and configure certain features of the WL-ODU300, one needs to log in to the

WL-ODU300. Connect one Ethernet cable to PoE interface of device and PoE adapter,
and connect other Ethernet cable between LAN of PoE adapter and PC.

Click “start > control panel”, find “Network Connections” icon and double click it to enter,
select “Local Area Connection” corresponding to the network card on this page. Refer to

the figure below.

File Edit Wiew Favorites Tools Advanced Help

_/ E J |__@ /_) Search }{_ Folders v

Address G_, Metwork Connections

__l:onnecl:ed, Firewalled

-
Local Area Connection

m
s

Network Tasks

[5] Create a new cornection

Set up a home or small
office network

& Change Windows Firewsll
sektings

__Qi_sa_l_)led. firewalled

Figure 2-1 Network Connection
Obtain a IP address automatically or set up IP address,192.168.1.xxx(XXX can be any

number between 2~254)

Enter the default IP Address as https://192.168.1.1 the login page will open as shown in

the figure below.


https://192.168.1.1

Sign in
https://192.168.1.1

Username l

Password

gn in Cancel

User name: admin
Password: Printed on the WL-ODU300 Label.

Overview

The overview GUI will be display router system information, Ethernet ports status, VPN
connection status, LAN information, 4G connection information and WLAN information.

WL.INK = Took % mndwidth #  PTafica  system @

System WAN e
RouterNams Router Connection Type wan
e Hardware verson Modem el sei0mz240028
I Fimware Verson R504345 Celuar 5P
— Routersn CelllrNetwork
chipset usiv selected USIM Card 1 Running.
wian
19 Address 15216810118
@ Advanced Network Sat 19 b 2022 201618 40800 subnet Mask 2552552550
RouterTime
Clocksyne. Gateny 192168101
Frewall
ptime R ons 19216810153
@ vonTunmel Memary Usage 120818, 6902 (21725 Connecton status Connected
% rsiicron NVRAM Usage 260162/ 84002 40645%) Connection iptine Te3319
Wireless (2.4 GHz) e

Ethernet Ports Status.

MAC Address

348040065028

= Vi .

Figure 2-2 Router Status GUI

Traffic Stats.

Click Status->Traffic Stats. to enter the traffic stats.GUI.to check Cellular/WAN traffic in

real-time.



Already changed login password successfully.

Overview
L Traffic Stats.
Device List
@ Interface Transmit Data Receive Data
Basic Network
Cellular{ usb0 ) 95.67 KB 111.75k8

T WIAN

® Advanced Network
Firewall
€ VPN Tunnel

2 Administration

Figure 2-3 Traffic Stats. GUI
Device List

Click Status->Device List to enter the device list GUI.to check the connected devices

information in the list.

LA Already changed login password successfully.
e
Traffic Stats. Device List
Device it
erace AC Address Padies A ame R quiy  Tymme e
@ sasichetwork
O — 2112

F wian

® Advanced Network

@ Firewall

@ VN Tunnel

R Admi

Figure 2-4 Device List GUI

Tool Column

Tools & Bandwidth » IP Traffic o System €3

Figure 2-5 Tool Column GUI
Tools
Ping

Click Tools->Ping to enter ping test GUI. Used to test the reachability of a host on an
10



Internet IP network and to measure the round-trip time for messages sent from the
originating host to a destination server.

SPing mTace EBWOL miog @ Capture

Ping

1P Address 5.8 ing
Ping Count

Packet Size

Seq Address RX Bytes TIL RIT(ms) +/-(ms)

Trace

Click Tools->Trace to enter trace test GUI. diagnostic tool for displaying the routeand
measuring transit delays of packets across an Internet IP network.

Trace Route
1P Address ace
Maximum Hops

Maximum Wait Time

Hop Address min (ms) M avg (ms)  +/- (ms)
(ms)

Log

Click Tools-> Log to enter Log GUI. Use to check logs in GUI, download GUI and send
logs to server.



Bandwidth

Click Bandwidth to enter bandwidth graphic GUI. Used to check cellular/LAN/Wi-Fi

real-time bandwidth.

Real Time Bandwidth

‘

(10 minute window, 2 second interval)

14.24 kbit/s 114.54 mbit/s
By 7akess A9 (1365 Me/s) Peak
» 1085 kbit/s 114.53 mbit/s
2T ke A9 (1365 Me/s) Fesk
System

Click system to choose software reboot, hardware reboot and logout GUI.

Reboot () Hardware Reboot (O

12

17179.21 mbit/s
(2047.92 MB/s)
1717939 mbit/s
(2047.94 MB/5)

Total

Total

819222
MB

819212
MB



Basic Network
WAN Setting

Step 1  Basic Network>WAN to enter below interface.

D status

oeecomes WAN / Internet
Traffic Stats.

Device List Type Disabled v

® Basic Network

WAN

Cellular

Schedule
DDNs

Routing

Guest

Table 2-1 WAN Setting Instruction

Parameter Instruction

Type Support DHCP, PPPoE, Static IP address

Step 2  After setting, please click “save” to finish, the device will reboot.

----End

Cellular Setting

Step 1 Basic Network-> Cellular, you can modify relevant parameter according to
the application.
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Cellular Settings.
Trafic Stats.

Deetit e s

Basic Network

Usepep

1P Checke
Celolr Tsfic Creck
cmisendto
Sws case
Advanced Network

Operstor Lock

VPN Tumel

BandLock wto v

© More Info

Erae Modem a

PN Code 1224

Passvord

@ Advanced Netwerk
Dist Numer

0 Ve Tumel
AsnType

Loss P ez

Table 2-2 Cellular Setting Instruction

Instruction
Enable Modem Enable/Disable 4G mode.
Use PPP ECM dialup as default and PPP optional.
ICMP check If enable ICMP check and setup a reachable IP address

as destination IP, the router will reconnect/reboot once
ICMP check failed.

Cellular Traffic The router will reconnect/reboot once there’s no Rx/Tx
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Parameter Instruction

Check data.

CIMI Send to Send CIMI to a defined IP and port by TCP protocol.

SMS Code Remote control the router by SMS. Only the configured
SMS code will work.

Operator Lock Lock a specified operator for the router by MCC/MNC
code.

Band Lock Lock a specified band.

Connect Mode [Auto] The router will automatically connect to 3G/4G

networks and give priority to 4G.
[LTE] Router will connect to 4G only.
[3G] Router will connect to 3G only.

Pin Code Some SIM cards are locked with a Personal Identification
Number (PIN) code in case they are lost or stolen.

APN APN is provided by local ISP, usually CDMA/EVDO
networks do not need this parameter.

User SIM card user name is provided by ISP

Password SIM card password is provided by ISP

Auth. Type Auto/PAP/Chap/MS-Chap/MS-Chapv2 authentication
optional.

SIM Local IP Fix SIM IP. The feature is available if carrier can provide

Address this service.

Step 2  After setting, please click “save” to finish, the device will reboot.

----End

LAN Setting

Step 1 Basic Network>LAN to enter below interface

15



Already changed login password successfuly.

Bridge ~ 1P Address Subnt Mask. DHCP Server 1P Pool Lease(minutes)

b0 19216811 2552552550 v 19216812 -51 1220

LAN v
Bridge ~ 1P Address Subnet Mask DHCP Server 1P Pool Lease(minutes)

br0 192.168.1.1 255.255.255.0 v 192.168.1.2 - 51 1440

Add+

Table 2-3 LAN Setting Instruction

Parameter Instruction

Bridge Supports 4 LAN IP address for br0 to br3 interface. If need to
support VLAN, please go to VLAN GUI.

Router IP Router IP address, default IP is 192.168.1.1

Address

Subnet Mask Router subnet mask, default mask is 255.255.255.0
DHCP Dynamic allocation IP service, after enable, it will show the

IP address range and options of lease

IP Pool |IP address range within LAN

Lease The valid time, unit as minute

16



Parameter Instruction

Add Add LAN IP address, supports 4 LAN IP addresses.

Step 2 After setting, please click “save” to finish, the device will reboot.

----End

VLAN
Step 1 Basic Network->VLAN to enter the VLAN setting page.

VLAN v

VID ~ LAN1  Tagged  LAN2  Tagged LAN3  Tagged LAN4  Tagged ~ WAN  Tagged Bridge
1 v x . x v x v x v x br0

2 x x x x x x ® x x x WAN

0 v none

Add+

Table 2-4 LAN Setting Instruction

Parameter Instruction

VID VLAN ID number. The VID range is from 1 to 15.
LAN1~LAN4, LAN

WAN

Tagged Enable to make router can encapsulate and de-encapsulate

the VLAN tag.

Bridge Routers interface br0, br1, br2, br3 and WAN

Step 2 Please Click “Save* to finish.

17



----End

Schedule

Step 1 Basic Network->VLAN to enter the Schedule setting page.

Enabled Links

Link Name Link Type Description

modem ECM/QMI

ICMP Check

on  Link Destination Interval Retries Description

Schedule
hea s Hinka Policy Description

Step 2 Please Click “Save“ to finish.

----End

Dynamic DNS Setting

Step 1 Basic Network->DDNS to enter the DDNS setting page.

18



Dynamic DNS
P Address Use WAN IP Address 0.0.0.0 (recommended)

Auto refresh every 28

Dynamic DNS1

Service Nane

Dynamic DNs2

Service None

Table 2-5 DDNS Setting Instruction

Parameter Instruction

Default is standard DDNS protocol, for customized protocol.

IP address Usually, use default IP 0.0.0.0

Auto refresh Set the interval of the DDNS client obtains new IP, suggest 240s
time or above

Service Select the DDNS service provider that listed.
provider

Step 2 Please Click “Save” to finish.

----End

Routing Setting

Step 1 Basic Network->Routing to enter the DDNS setting GUI.

19



Current Routing Table

Destination Gateway / Next Hop Subnet Mask Metric Interface
19216810 * 255.255.255.0 0 LAN
127000 5 255,000 0 o

Static Routing Table
Destination Gateway Subnet Mask Metric Interface  Description

000 LN

Add+

Miscellaneous

Mode Gatewav ¥

RIPV &2

DHCP Routes

Spanning-Tree Protocol

Table 2-6 Routing Setting Instruction

eter Instruction

Destination Router can reach the destination IP address.

Gateway Next hop IP address which the router will reach

Subnet Mask Subnet mask for destination IP address

Metrics are used to determine whether one particular route

Metric should be chosen over another.
Interface Interface from router to gateway.
Description Describe this routing name.

Step 2 Please Click “ Save “ to finish.

----End
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Guest

Step 1 Basic Network->Guest to enter the account GUI.

In this page, you can configure the basic web parameter, make it more convenient for

usage. Please note the “password” is the router user account password.

e mes: Router Lagin
Traffic Stats.

Device List Guest Username user

Basic Network

Password

(re-enter to confirm)

@ Advanced Network

B VPN Tunnel

Step 2  Please click save iron to finish the setting.

----End

WLAN Setting

It's mainly for router which support Wi-Fi, you can modify and configure WLAN

parameter through Web GUI, below is the common setting.

Basic Setting

Step 1 WLAN->Basic Setting to configure relative parameter
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Radio Mode 24656 v

Ensble WLAN

MAC Adaress

eter Instruction

Radio Mode 2.4G+5G mode as default. Support 2.4G, 5G modes optional.
2.4G+5G model, Wi-Fi bandwidth for 683Mbps

2.4G model, Wi-Fi bandwidth for 300Mbps

5G model, Wi-Fi bandwidth for 866Mbps

Enable wireless Enable or Disable the Wireless

Wireless mode Support AP mode.

Wireless Support Auto/b/g/n optional for 2.4G.

Network Support Auto/AIN optional for 2.5G

protocol PP P e

SSID The default is router, can be modified as per application.
Channel The channel of wireless network, suggest keep the default

Channel Width 20MHz and 40MHz alternative for 2.4G.
20MHz, 40MHz and 80MHzalternative for 2.4G.
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Security Support various encryption method as requested.

Wireless(5 GHz)
Enable WLAN
MAC Address 34:0A:92:19:51:04
Wireless Mode Access Point ¥
Radio Band 5GHz Y
Wireless Network Mode Auto ¥
SSID router-wifi_195103_5G
Broadcast SSID
Channel 149 -5745GHz -
Channel Width 80 MHz ¥
Control Sideband Lower ~
Maximum Clients 128 3 -255
Security option Disabled v

Table 2-7 Basic of WLAN Setting Instruction

Step 2 Please click “Save” to finish.

----End

MultiSSID

23




Step 1 WLAN->MultiSSID Setting to configure relative parameter

MultissiD

Mode Bidge

po—— e
po— oo
wo R - | v uwen v
Step 2 Please click “Save” to finish.
----End
Wireless Survey
WLAN> Wireless Survey to check survey.
© suus
@ Basic Network ‘Wireless Site Survey
*
pnr—
o 0 added, 0 removed, 0 total.
WSy g oo
R Advanced Network

Advanced Network Setting

Port Forwarding

Step 1 Advanced Network > Port Forwarding to enter the GUI, you may modify the
router name, Host name and Domain name according to the application
requirement.
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© saus Already changed login password successfully.
@ Basic Network >

PortForwarding

Cum b
@ Advanced Networle
e
ENL x  Both 1.1.1.0/24 1000-2000 192.168.1.2 ‘ex: 1000 to 2000, restricted
ey -
o .
Serial App.

Bandwidth Limiter
 Stc Address (optional) - Forward only if from this address. o *123.4",“12.3.4 - 2345, "12.3.0/28", ‘me example.com”.
 Ext Ports - The ports to be forwarded. as seen from the WAN. ex: "2345", “200.300", 200-300.400
* Int Port optional) - The destination port nsice the LAN. f blank.the destination port is the same as £xt Ports Only one port per entry is supported when
forwarding to a different nternal port.
* It Address -The destination address inside the LAN.

@ WPNTunnel >

R Administration >

e EmeEm

Table 2-8 Port Forwarding Instruction

eter Instru:

Protocol Support UDP, TCP, both UDP and TCP

Src. Address Source IP address. Forward only if from this address.

Ext. Ports External ports. The ports to be forwarded, as seen from the

Int. Port Internal port. The destination port inside the LAN. If blank, the
destination port is the same as Ext Ports. Only one port per
entry is supported when forwarding to a different internal port.

Int. Address Internal Address. The destination address inside the LAN.

Description Remark the rule

Step 2 Please click "save” to finish

----End

DMZ Setting

Step 1 Advanced Network> DMZ to check or modify the relevant parameter.

25



© siaus >
Already changed login password successfully

@ Basic Nework >

* wan > ONZ

@ Advanced Network. Enable DMZ
Port Forwarding

Port Rediracting
omz

Internel Address
Source Address

1P Passthrough criction

Triggered

Captive Portal

Serial App. Leave CUI Remote Access

mote access ports for CLito router)
UPnP/NAT-PMP.
Bandwidth Limiter
VRRP.

Static DHCP

Leave WES Remote Access

Firowall >
@ VNTunel >

R Administration >

© More Info.

Table 2-9 DMZ Instruction

Parameter Instru n
Destination The destination address inside the LAN.
Address

Source Address | If no IP address inside, it will allow all IP address to access.

Restriction If define IP address, it will just allow the defined IP address to
access.

Leave Remote
Access

Step 2 Please click "save” to finish

----End

UPnp/NAT-PMP Setting

Step 1 Advanced Network> Upnp/NAT-PMP to check or modify the relevant
parameter.
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© s
e Already changed login password successfully.
@ Basic Network
Forwarded Ports
* wan >

Extports nt port Internal Address Protacal

@ Advanced Network

Descrption

T [ ]
=

P Settings
Triggered
Captive Portal
Serial App.

Enab Upn®

Enable NAT-PVP

UPnP/NAT-PMP

Bandwidth Limiter Inactive Rules Cleaning

vRRD

Static DHCP Secure Mode when enatled, Uprp dients are alloved to add mappings only o thelr 1)
Firewall

Ve ShowIn My Network Places

R Administration

@ Morenfo

Step 2 Please click "save” to finish.

----End

Bandwidth Control Setting

Step 1 Advanced Network> Bandwidth Control to check or modify the relevant
parameter.

© stats

Already changed login password successfully.
® Basic Network

Bandwidth Control

+ wian

P Enable Control
mr——
Port Redirecting

1P 1P Range | MAC Address DiRate ouceil UtRate uceil prioity

Default Class

Enable Defaul Class

Firewall

& VeNTumel

R Administration

Q wore nfo
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Table 2-10 Bandwidth Control Instruction

Parameter Instruction

Max Available Upload Speed limit for router.

IP/ IP Range/ Limit devices speed for specified IP/IP Range/ MAC
MAC Address Address.

DL Rate Mix Download rate

DL ceil Max download rate

UL Rate Mix Upload rate

UL ceil Max upload rate

Priority The priority of a specific user.

Default Class If no specified IP/MAC, the download and upload limit

for total speed for all of device.

Step 2 Please click “save” to finish.

---End

VPN Tunnel
PPTP/L2TP Client Setting

Step 1 VPN Tunnel> VPN Client to check or modify the relevant parameter.
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L2TR/PPTP Basic
on Protocol ~  Name Server Username Password Firewall Default Route  Local IP
L

© VPN Tunmel L21P Acvanced
oRE on Name ~ Accept NS U MRU Tunnel Auth  Tunnel Password  Custom Options
OpenVPN Client
PPTP/LZTP Client
1PSec

No

Add+

R Administration >

PPTP Advanced
on Name ~ Accept DNS [t MRU MPPE MPPE Stateful  Custom Options
No

Schedule
on Name 1~ Name2 Policy Desaription

FAILOVER

© Mora Info

Table 2-11 PPTP/L2TP Basic Instruction

Parameter Instruction

On VPN enable
Protocol VPN Mode for PPTP and L2TP
Name VPN Tunnel name

Server Address | VPN Server IP address.

User name As the configuration requested.
Password As the configuration requested.
Firewall Firewall For VPN Tunnel

Local IP Defined Local IP address for tunnel

Table 2-12 L2TP Advanced Instruction

On L2TP Advanced enable

Name L2TP Tunnel name

29



Accept DNS As the configuration requested.
MTU MTU is 1450bytes as default
MRU MRU is 1450bytes as default
Tunnel Auth. L2TP authentication Optional as the configuration requested.
Tunnel As the configuration requested.
Password
Custom As the configuration requested.
Options
Table 2-13 PPTP Advanced Instruction
On PPTP Advanced enable
Name PPTP Tunnel name
Accept DNS As the configuration requested.
MTU MTU is 1450bytes as default
MRU MRU is 1450bytes as default
MPPE As the configuration requested

MPPE Stateful

As the configuration requested

Customs As the configuration requested

Table 2-14 SCHEDULE Instruction
On VPN SCHEDULE feature enable
Name1 VPN tunnel name

30




Name2

VPN tunnel name

Policy

Support VPN tunnel backup and failover modes optional

Description

As the configuration requested

Step 2 Please click “save” to finish.

---End
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